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We organize security threats in the OpenFlow network system and create a
security threat list. After that, we organize the risk assessment for each security risk and the
measures for the risk. We create the security check sheet for the SDN network system.

As a method to detect changes in new cyber attack tendency, focusing on attacks targeting an
unspecified number such as port scan performed as an initial stage of cyber attack, we propose an
anomaly detection by using of time series of Change Finder with Bollinger band.
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