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In this research, we aim to develop a highly efficient many-core for loT,
which enables security acceleration. During the research period, we developed a fine-grained power
control methods. The power control methods have the functions reducing power when enabling dynamic
voltage frequency control. In addition, we also study the high efficiency security measures adding
security functions implemented in hardware to the core.
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