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Several methods to blindly detect information hiding are investigating

whether the information is hidden in audio data without the audio data before hiding. For a
technique that hides information in the least significant bit of audio waveform data, the detection
was possible using the statistics of temporal energy change near the highest frequency. However, the

above methods were ineffective for the Audio Steganalysis Dataset, released in 2019, containing
music data of 10,000 files. For this reason, we developed a technique to inspect the signals for
testing and select signals in which hiding can be detected based on the difference before and after
hiding. For information concealment in AMR speech coding data, a higher detection rate than existing
methods based on the statistical properties of the coded data was proposed.
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00 100 0.924 0.606 0.993 0.936
10 100 0.875 0.628 1.000 0.996
0 100 0.751 0.634 1.000 1.000
00 20 0.714 0.593 0.703 0.816
0 20 0.662 0.581 0.770 0.968
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