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The research aimed to identify the actual problem and legal/social
positioning of so-called communication anonymization, as represented by Tor and I2P, with a special
focus on anonymous whistleblowing platforms that use these technologies. The study looked at
technological developments related to the dark web and secure messaging. It presented the context of

technical protection for whistleblowing, which is often overlooked in the context of legal
protection, and highlighted the importance of end-to-end encryption as a technical foundation. The
study also highlighted the importance of open source and hacker culture as a backdrop for
technological development on the Dark Web.
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