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The goal of this research was to achieve trustability by applying formal
verification methods, such as model checking, to smart contracts and blockchains. During the course
of the research, a focus was placed on the correctness of consensus, which is at the heart of the
applications above mentioned. As a result, a new verification method has been developed. The unique
feature of this method is that it can make full use of verification techniques for sequential
programs by simulating distributed consensus algorithms using sequential, ordinary programs. Using
existing consensus algorithms, the research showed that the proposed approach is capable of finding
safety defects.
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