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The secret sharing scheme is a crthosystem which encrypts a secret into
multiple pieces, called shares, so that only qualified combination of shares can be employed to
recover the secret. There exist curious secret sharing schemes whose decryption can be performed by
a human. In this study, the security of general constructions of such curious secret sharing schemes
was theoretically evaluated, and the quality of the recovered image and recovered audio given by
specific constructions was experimentally examined.
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