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To realize a better society, the Al technology has been attracted attention.
It is important to ensure the safety of Al to promote social implementation of Al. Therefore, this
study conducted research and development to realize a secure Al system. This study revealed the
threats of model extraction attacks and evasion attacks and researched the countermeasure methods.
The proposed methods improved the security of Al system.
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