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This research is in order to realize a computing resource environment
dedicated to ITS for the onboard CPU that performs authentication processing in future vehicles
following three themes. 1. Establishment of a high-speed authentication protocol under the
restricted conditions imposed by the in-vehicle environment, such as power, heat dissipation, and
on-board space, to ensure stable operation of the onboard CPU that performs authentication and the
computing resources with its memory. 2. Establishment of a power management mechanism that improves
the stability of the DC power supply by controlling the DC/DC converter according to the operating
conditions in order to ensure stable operation of the 1/0 bus between the onboard CPU and devices in

vehicles. 3. Verification of electrical characteristics regarding the confidentiality and stability
of communication between the automotive-specific ECU and devices that provide information services
such as speedometers and tachometers.
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