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d-multiplicative

With respect to secret sharing schemes secure against rushing adversaries who dete
rmine their forged shares after observing shares of honest users, we construct four type of schemes secure
against rushing adversaries. The sizes of shares of each proposed scheme achieves smallest bit length com
pared to those of existing schemes with the same security level. Further, we construct a scheme which can
detect the fact of cheating and which ensure security whatever an finite field the secret belongs to. We s
hould note that no existing schemes guarantee such a security feature.
With respect to d-multiplicative secret sharing schemes which enable each user to compute a share of a pol
ynomial with degree less than d (where d is a predetermined constant), we clarify conditions with which a
secure d-multiplicative scheme (in which no user can cheat the other users) exists. Furthermore, we constr
uct secure and efficient schemes secure against threshold adversary and general adversary, respectively.
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