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In this research project, we investigated (im)possibility of coexistence of
computational and information-theoretic security for advanced cryptographic systems with long-term
security. Our approach is to analyze various computational or information-theoretic advanced
functionalities in cryptographic systems by means of several mathematical structures, and such
advanced functionalities include timed-release functionality, revocable functionality, and
searchable functionality. In addition, the analysis results tell us that, in a cryptographic system
in which computational and information-theoretic security coexist, it seems to be difficult to
maintain long-term security only by information-theoretic security without any additional assumption

if computational security is compromised.
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