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Verifiable delegation of computation is a cryptographic technology in which
computation performed by a third party can later be verified. We studied how to make it more
efficient and flexible. As our main work, we focused on proxy re-encryption, which is a
cryptographic primitive in which the task of changing the destination of ciphertexts (i.e.
re-encryption) can be delegated to a third party, and obtained several results on it. In particular,

we proposed proxy re-encryption that supports the verifiability of the re-encryption procedure, and
one that supports the homomorphic property.
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