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In this research ﬁroject, we studied a unified paradigm in information
theoretic cryptography which can deal with various security notions in cryptography and information
theory from systematic and bird s-eye viewpoints. By overlooking security notions of computational
security and information-theoretic security from various aspects, we showed new formalizations of
security, construction of cryptographic systems, and their relationships. In particular, we
formalized various security notions of encryption and key agreement which have meaningful
operations, and showed relationships among security formalizations including the existing ones. We
also showed (im)possibility of information theoretic security for encryption, authentication and
secret sharing only from biased randomness. Furthermore, as applications of this paradigm, we showed
new security formalizations and/or new construction methodology for advanced cryptographic systems.
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