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In modern networked society, the most severe threat is C%ber Attack. There
is a significant demand for establishing defense technology for cyber attacks. There have been many
research projects on cyber attacks. However, they deal with a specific kind of attacks individually,
and they include some manual operations in their methods. This project proposes the Malware
Informatics which covers the large scale database of malware (malicious software). It also shows the
feature engineering, which is useful and powerful in data analysis. It proposes a new method for
evaluating machine learning algorithms which play central roles in our data science approach to
cyber defense technology. We have published many papers and described detailed results on the Web

page of our research project.
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