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In order to achieve hi?h security and privacy on Web interface, we proposed
Android malware detection scheme based on level of SSL server certificatehue signature auto update
system for visual similarity-based phishing detection with tolerance to zero-Day attack, traffic
feature-based botnet detection scheme emphasizing the importance of long patterns, and effective
feature selection scheme for Android ICC-based malware detection using the gap of the appearance
ratio.

We also proposed RPL-based tree construction scheme for target specific code dissemination in
wireless sensors networks as an effective data distribution scheme.
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