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Automated vulnerability monitoring and management techniques for networked
computers
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In this study, we proposed a technique that links online databases with
different format, with which we introduced a technique that automates vulnerability management
operations inside an organization. In particular, we constructed a technique that discovers and
links various information with different format, a technique that derives a unique identifier for
each of the assets installed inside terminals, a technique that locates vulnerability notes relevant
to the assets, and a technique that changes configuration of network switches on the Intranet based

on the severity of the vulnerability. With these techniques, we demonstrated the feasibility of
automating the maintenance of asset information list, detection of vulnerabilities, and automated
initial countermeasures.
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