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Privacy and security requirements are specified based on the subjective
viewpoint in which each user feels risk individually. Therefore, privacy information and security
risk should be dealt with an individual user, which is unstable.

We illustrated that security and privacy risk can be mitigated by showing security risk to users. In
other works, transparency of security risk can mitigate security risk of a system in a while.In
addition, we showed that we can apply transparency to the compliance of systems.
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