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Based on the future image that targeted attacks are advanced using malware
equipped with artificial intelligence technology, the attack contents are automatically synthesized
and simulated in a form ahead of the attackers, and defense methods are automatically generated. We
researched the technology to generate in.

Specifically, we constructed a network simulator to simulate malware attack and defense against it
on a cloud computer, and constructed a system to reproduce various aspects by changing attack
content and defense content by co-evolutionary calculation . In addition, we examined the attack
model based on the planning calculation and the one that works the fraud through the dialogue with
human being as a model of the artificial intelligence loaded malware.
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