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A learning environment based on a rationale model associating of artifacts with
knowledge on security and privacy

HAZEYAMA, Atsuo
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This stud% aims to create a knowledge base for supporting secure and privacy
friendly software development. The knowledge base has a feature that knowledge on threat type,
knowledge on solution type to the threat type and concrete knowledge to the solution type are
associated. In the security requirements analysis phase, threat types and their solution types are
analyzed, and their relationships are embedded into an artifact. By following the relationships, in
the design phase, appropriate knowledge is recommended. This study has developed a prototype tool

that implements the concept.
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