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At first, the main purpose was to demonstrate by HW simulations, but due to
the change of the affiliated organization and the speed of deployment of SDN technology, the planned
research activity was changed significantly. It is mainly based on theoretical results, and is
classified into security evaluation methods based on pseudo-randomness, strength evaluation of
security technology based on information theory methods and Al technology, and network defense
method based on graph theory. There were 21 papers including high-level peer-reviewed international
conferences, and 7 conference presentations.
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