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This research project focused on the security and privacy issues of
applications running on loT platforms, and worked on methods for analyzing and controlling the
behavior of applications based on the context in which they are used. Specifically, we conducted (1)

a large-scale measurement study of security threats and issues in application-oriented loT
platforms, (2) development of context inspection techniques for loT application behavior, and (3)
development of access control and emergency handling mechanisms for loT platforms.
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Table 1: Types of text speech generated by VA apps.

Type | Description
YN A question sentence that can be answered with “yes” or “no.”
Noun A question sentence that can be answered with a noun.

Instruction | An instruction sentence that gives the user an example of a request
and instructs them to make the request.

Selection An instruction sentence that instructs the user to select the behav-
ior of the VA application from a set of options.

Multiple Text that is a mixture of multiple types.

(1) Original Text | "Let’s start the quiz. Are you ready?"
(2) Decomposition
into sentences

(3) Part-of-Speech Let ’s start the quiz . lAre you ready

5
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(4) Dependency tree
construction

(6) Text type estimation
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