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i In this research, an_end-to-end route verification mechanism was developed
for Software Defined Network (SDN) by utilizing various information available from each switch,

host, application, etc., such as communication volume and operating status, in the SDN controller.
In addition, the conventional anomaly detection method for verifying the integrity of the forwarding
state requires the administrator to manually set the threshold value, and the same threshold value
is used for the entire network. In this study, we improved on this situation and developed a method
that allows automatic adjustment of threshold values and detailed partial threshold settings.
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