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Knowledge minin? of large-scale network operational data for troubleshooting and
predictive analysis
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In this research, we proposed a new anal¥sis approach for network
operational data on the basis of causal inference, to help troubleshooting of large-scale networks.
We proposed two analysis frameworks: "amulog", a general log analysis framework to estimate log
templates and classify messages with them in online processing, and "logdag™, a causal analysis
framework designed for network operational data including logs and measured SNMP data. The proposed
technology will help operators to extract contextual information in operational data automatically.
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