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Development of infrastructure for multisig cold storage inked to multiple crypto
asset wallets

Masamitsu, Moriyama
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The market for crypto-assets continues to grow. On the other hand, there is
no end to the loss or theft of private keys for crypto-assets. Personal methods of managing private
keys include paper and hardware wallets. The method of managing tens of thousands of private keys on

crypto-asset exchanges is generally undisclosed but uses cold wallets and multisig. In this study,
we developed the infrastructure for multisig cold storage as a method of managing private keys with
a balance between convenience and security In about 100 crypto-asset wallets.
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