2020 2022

Realizing Proof-of-Work through arbitrary computation for a sustainable society

Takanori, Isobe

4,900,000

SHA-3 Even-Mansor SHA-3

Even-Mansor
Even-Mansor SHA-3

The hash function SHA-3 and a method based on the Even-Mansor cipher have
been developed. SHA-3, which adopts a structure called a sponge construction, demonstrated that by
appropriately choosing parameters, problems that are optimal for memory-utilizing calculations can
be transformed. Similarly, a method based on the Even-Mansor cipher was proposed, motivated by the
same concept. The Even-Mansor cipher also allows for efficient problem-solving when a large amount
of memory is utilized. The method based on SHA-3 received high academic recognition, including being

published as an invited paper in the Journal of the Information Processing Society. Finally, the
ultimate goal of this research is to create a meaningful Proof-of-Work based on the aforementioned

techniques.
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